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# Úvod

Tato práca je zameraná na nové pravidlá osobných údajov na internete. Ochrana fyzických osôb v súvislosti so spracúvaním osobných údajov patrí medzi základné práva. Toto nariadenie rešpektuje všetky základné práva a dodržiava slobody a zásady uznané v Charte OSN.

Pravidlá ochrany údajov zaručujú ochranu vašich osobných údajov napríklad, keď niečo kupujete online, uchádzate sa o prácu alebo žiadate o bankový úver. Tieto pravidlá sa vzťahujú na spoločnosti a verejnosť v EÚ, ako aj na spoločnosti so sídlom mimo EÚ. Vždy, keď niekto vyžaduje opätovne používajú osobné údaje jednotlivcov v EÚ.

Pri ukladaní alebo spracovávaní osobných údajov, ktoré vás priamo alebo nepriamo identifikujú ako jednotlivca, musia byť vždy rešpektované vaše práva na ochranu osobných údajov.

GDPR bolo prijaté 14. apríla 2016 a začalo sa uplatňovať od 25. mája 2018. Usmernenie sa stalo vzorom pre niektoré verejné zákony mimo EÚ. Kalifornský zákon o ochrane súkromia spotrebiteľa (CCPA) z 28. júna 2018 má množstvo podobností s nariadením GDPR.

GDPR 2016 má jedenásť častí, ktoré sa týkajú všeobecných opatrení, noriem, slobôd subjektu informácií, povinností regulačných orgánov alebo spracovateľov informácií, presunov jednotlivých informácií do tretích krajín, administratívnych špecialistov, účasti medzi jednotlivými štátmi, liečení, zodpovednosti alebo trestov za porušenie privilégiá a rôzne posledné ustanovenia.

Súhlas so spracovaním údajov by mal byť jasne a proaktívne oznámený, napríklad označením súhlasných tvarov alebo zvolením Áno s nezameniteľným rozhodnutím medzi Áno / Nie na webe.

Nestačí len nesúhlasiť, napríklad skontrolovať prípad a povedať, že nemôžete dostávať predvádzajúce sa správy. Z tohto dôvodu by ste mali súhlasiť s kapacitou a / alebo opätovným použitím jednotlivých informácií.

# Nove pravidla ochrany osobných údajov

25. mája 2018 sa pravidla ochrany osobných údajov zmenili a pridalo sa osem nových tém tykajúce sa ochrany osobných údajov. Tieto témy sú: právo na informácie, právo na prístup, právo na opravu, právo na vymazanie údajov, právo na obmedzenie spracúvania údajov, právo na prenosnosť údajov, právo namietať, právo na neúčinnosť automatizovaného individuálneho profilovania. Mimo týchto osem tém, nove zmeny sprísňujú opatrenia vodím tým, ktorý tieto pravidla porušujú a to zvyšovaním pokút. Nove sankcie siahajú až do desiatok miliónov eur.

# Právo na informácie

Pre používanie a zhromažďovanie osobných údajov, je nevyhnutná transparentnosť, pre občanov EÚ aby mohli uplatňovať svoje právo na ochranu osobných údajov. Všeobecné nariadenie o ochrane údajov (GDPR) preto dáva osobám právo byť informovaný o zhromažďovaní a používaní ich osobných údajov.

Jednotlivec musí byt informovaní o zhromažďovaní osobných údajov okamžite, to znamená v čase, kde sú udajú získavane. Okrem toho právo na informácie zahŕňa aj informácie o trvaní uchovávania, právach dotknutej osoby, možnosti odvolať súhlas, práve podať sťažnosť na úradoch a či je poskytnutie osobných údajov zákonné alebo zmluvná požiadavka. Dotknutá osoba musí byť okrem toho informovaná o všetkých činnostiach automatizovaného rozhodovania vrátane profilovania.

# Právo na prístup

Právo na prístup dáva možnosť dotknutej osoby uplatniť ďalšie pravá (napríklad právo na opravu a vymazanie). Právo na prístup ma dve časti. V prvej časti musí prevádzkovateľ skontrolovať, ci sa osobne údaje o dotknutej osoby vôbec použijú a spracúvajú. V každom prípade musí dotknutá osoba proaktívne schváliť / neschváliť spracovanie údajov. Ak dotknutá osoba súhlasí so spracovaním údajov, druha cýst tohto pravá zahŕňa cely rad informácii a pravidiel o účeloch spracúvania, kategóriách spracúvaných osobných údajov, príjemcoch alebo kategóriách príjemcov, plánovanej dĺžke uchovávania alebo kritériách na ich definovanie, informáciách o právach dotknutej osoby. Ak sú osobné údaje prenášané do tretej krajiny bez primeranej úrovne ochrany, musia byť dotknuté osoby informované o všetkých vhodných bezpečnostných opatreniach, ktoré boli prijaté.

# Právo na opravu

Ak sú údaje o dotknutej osobe nepresne alebo neúplne, dotknutá osoba ma právo požiadať prevádzkovateľa o úpravu týchto dát. Prevádzkovateľ musí reagovať na tuto požiadavku bezpodmienečne a bezodkladne aby neaktualizačná dát nespôsobila dotknutej osobe žiadnu ujmu. Na chybu v spracúvaní osobných údajov môže prísť dotknutá osoba ale aj prevádzkovateľ. Ak to zisti prevádzkovateľ, ma povinnosť požiadať dotknutú osobu aby mu poskytla správne osobne údaje. Prevádzkovateľ avšak nenesie zodpovednosť za spracúvanie nesprávnych osobných údajov, ak také poskytla sama dotknutá osoba, pokiaľ mu z osobitného predpisu nevyplýva povinnosť správnosť údajov preveriť.

# Právo na vymazanie

Toto právo predstavuje povinnosť prevádzkovateľa zlikvidovať osobne údaje. Udajú musia byt vymazane okamžite, ak údaje už nie sú potrebné na pôvodný účel spracúvania alebo ak dotknutá osoba odvolala svoj súhlas so spracovaním údajov. Okrem toho musia byť údaje, prirodzene, vymazané, ak bolo samotné spracovanie v prvom rade v rozpore so zákonom.

Na prevádzkovateľa sa teda na jednej strane automaticky vzťahujú zákonné povinnosti vymazania a na strane druhej musí dodržať právo dotknutej osoby na vymazanie. Zákon nepopisuje, akým spôsobom je potrebné údaje v jednotlivých prípadoch vymazať. Rozhodujúcim prvkom je, že v dôsledku toho už nie je možné rozlišovať osobné údaje bez neprimeraného úsilia. Stačí, ak boli dátové médiá fyzicky zničené alebo ak boli údaje natrvalo prepísané pomocou špeciálneho softvéru.

Žiadosť o vymazanie nepodlieha žiadnej konkrétnej forme a prevádzkovateľ nemusí vyžadovať žiadny konkrétny formulár. Totožnosť dotknutej osoby však musí byť preukázaná vhodným spôsobom. Ak totožnosť nebola preukázaná, môže prevádzkovateľ požiadať o dodatočné informácie alebo odmietnuť vymazanie údajov. Ak existuje požiadavka alebo zákonná povinnosť vymazať, musí sa to vykonať rýchlo. To znamená, že regulátor musí bez zbytočného odkladu skontrolovať podmienky vymazania. V prípade žiadosti o vymazanie musí byť dotknutá osoba do jedného mesiaca informovaná o prijatých opatreniach alebo dôvodoch odmietnutia. Právo byť zabudnutý je druhýkrát premietnuté do oznamovacej povinnosti.

# Právo na obmedzenie spracúvania

Toto právo spočíva v tom, zem prevádzkovateľ pozastavuje spracovávanie osobných údajov a naďalej ich len uchováva ale nepoužíva. Dotknutá osoba ma právo žiadať od prevádzkovateľa aby obmedzil spracúvanie jej osobných údajov:

1. jednotlivec spochybňuje presnosť svojich osobných údajov a sprostredkovateľ správnosť údajov
2. údaje boli nezákonne spracované a sprostredkovateľ osoba namieta proti vymazaniu a namiesto toho požaduje obmedzenie
3. sprostredkovateľ už údaje nepotrebuje, ale dotknutá osoba potrebuje, aby ste ich uchovávali na účely stanovenia, uplatňovania alebo obhajovania právneho nároku
4. dotknutá osoba namieta, že spracúvate jej údaje podľa článku 21 ods. 1, a sprostredkovateľ zväzuje, či vaše oprávnené dôvody prevažujú nad dôvodmi tejto osoby

# Právo na prenositeľnosť údajov

Toto právo ma primárne posilniť kontrolu dotknutej osoby nad spracovanými údajmi a umožniť jej získať osobne údaje. Dotknutá osoba má právo získať osobné údaje, ktoré sa jej týkajú a ktoré poskytla prevádzkovateľovi, v štruktúrovanom, bežne používanom a strojovo čitateľnom formáte a má právo preniesť tieto údaje ďalšiemu prevádzkovateľovi bez prekážka prevádzkovateľa, ktorému boli osobné údaje poskytnuté.

Dotknutá osoba má pri uplatňovaní svojho práva na prenosnosť údajov právo na prenos osobných údajov priamo od jedného prevádzkovateľa k druhému, ak je to technicky uskutočniteľné.

Je ale doležíte spomenúť, že právo na prenositeľnosť osobných údajov neukladá prevádzkovatelia povinnosť uchovávať osobne údaje o dotknutej osobe dlhšie, než je nevyhnuteľne. Právo na prenositeľnosť údajov tak nebude zo strany dotknutej osoby využiteľne, ak použiteľná doba uchovávania osobných údajov už uplynula, alebo prevádzkovateľ tieto údaje už nemá.

# Právo namietať

Dotknutá osoba má právo kedykoľvek namietať z dôvodov týkajúcich sa jej konkrétnej situácie proti spracúvaniu osobných údajov vrátane profilovania založeného na týchto ustanoveniach. Prevádzkovateľ už nebude spracúvať osobné údaje, pokiaľ správca nepreukáže závažné oprávnené dôvody na spracovanie, ktoré prevažuje nad záujmami, právami a slobodami dotknutej osoby, alebo na stanovenie, výkon alebo obhajobu právnych nárokov.

Dôsledkom namietania je to, zem prevádzkovateľ ďalej nesmie spracúvať osobne údaje dotknutej osoby, pokiaľ nepreukáže nevyhnutne oprávnene záujmy na spracúvanie osobných údajov. Dotknutá osoba nemá právo namietať, ak ide o spracúvanie nevyhnutne na plnenie úlohy z dôvodov verejného záujmu a spracúvanie na vedecké účely.

# Právo na neúčinnosť automatizovaného individuálneho rozhodovania vrátane profilovania

Profilovanie je podľa nového nariadenia akákoľvek forma automatizovaného spracúvania osobných údajov spočívajúco v použití osobných údajov na vyhodnotenie určitých osobných znakov alebo charakteristík tykajúcich sa fyzickej osoby.

Automatizovane rozhodovanie predstavuje možnosť rozhodovať čisto objektívne. Nie je podstatne, ci automatizovane rozhodovanie je výsledkom posúdenia údajov poskytnutých samotnými jednotlivcami. Podstatne je to, zem ide o rozhodnutie bez ľudského zásahu. Automatizovane rozhodovanie môže byt uskutočnene s použitím profilovania alebo aj bez neho. Prevádzkovateľ zadáva na začiatku vstupne parametre, ktoré vytvorená aplikácia alebo algoritmus vyhodnocujú výsledok.

Dotknutá osoba má právo, aby sa nuď nevzťahovalo rozhodnutie založené výlučne na automatizovanom spracovaní vrátane profilovania, ktoré ho významne ovplyvňujú.

# Záver

Cieľom tejto novej legislatívy je pomôcť zosúladiť existujúce protokoly o ochrane údajov a súčasne zvýšiť úroveň ochrany jednotlivcov. Rokuje sa o tom viac ako štyri roky, ale skutočné nariadenia nadobudli účinnosť 25. mája 2018.

Všetky reformy, ktoré nadobudli účinnosť, sú navrhnuté tak, aby zákazníkom pomohli získať väčšiu úroveň kontroly nad svojimi údajmi a zároveň ponúkli väčšiu transparentnosť v procese zberu a používania údajov.

Tieto nové zákony pomohli zosúladiť súčasné právne predpisy s prepojeným digitálnym vekom, v ktorom žijeme. Keďže zber údajov je normálnym a neoddeliteľným aspektom nášho života na osobnej aj obchodnej úrovni, pomáha stanoviť štandardy pre údaje- súvisiace zákony vpred. Jednoducho povedané, nove pravidla ochrany osobných údajov nadobudlo na serióznosti a autorite, je to nariadenie, ktoré prevádzkovatelia budú musieť brat vážne.

Pre väčšinu firiem ochrán osobných údajov tvorí len ďalšie výdavky. Navyše niektoré spoločnosti a organizácie budú musieť najať zodpovedného pracovníka, ktorý im pomôže monitorovať a spravovať akékoľvek kampane zberu údajov.

Tieto dodatočné výdavky by sa však nemali považovať iba za výdavok. Namiesto toho môže byť klasifikovaná ako investícia, ktorá pomôže vzbudiť dôveru firmy samotnej.

Otázne je, kolkom ľudom naozaj záleží na ochrane ich osobných údajov pri surfovaní internetu. Cit takýto zber informácii ľudom naozaj prekáža. Lepšie cieľne reklamy môžu mat koniec-koncov pozitívny vplyv aj pre samotných užívateľov. Myslím si, zem ľudia by s takýmto zberom osobných dát boli v poriadku, ale sociálne siete presiahli hranicu etiky a zasiahli do súkromia jednotlivcov, preto tu musíme mat regulácie, ktoré znemožňujú chod malých a stredných firiem.
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